
  

Certificate of Conformity 
 

 
This is to certify that the Identify 0.25.1  

 
A product, process or service provided by: 

 
GB Group PLC 

 
of 
 

The Foundation Herons Way, Chester Business Park, United Kingdom, CH4 9GB 
 
 

has been assessed and found to meet the requirements of 
 

United Kingdom  
Digital Identity and Attributes 

Trust Framework (Beta Version 0.3) 
 

Role/s certified – Identity service provider 

 
Cert Ref: UKDIATF 2024/07 

 

Client: GB Group PLC 

  

Issued: 10th September 2024 Victoria Gale  
Authorised Certification Officer Valid Until: 27th September 2026 

Means by which authenticity of certificate can be verified 
https://accscheme.com/registry/id-assurance/gb-group-plc/  

  

https://accscheme.com/registry/id-assurance/gb-group-plc/


  

 

GB Group PLC ACCS /DISC certificate of conformance 

      
Scope Statement for ACCS/DISC 
certificate of conformance 

Identity Verification Services to establish official identity for digital use, 
in accordance with the United Kingdom Digital Identity & Attributes 
Trust Framework published by the Department for Science, Innovation & 
Technology (DSIT) (formerly known as the Department for Digital, 
Culture Media & Sport) on the gov.uk website and as more particularly 
specified below: 

10.09.2024 Agreed 
Identity 
Profiles 

M1C 
M1A 
M1D 
H1A 
H1B 

As described in the ‘Identity profiles’ set out in 
the annex to “Good Practice Guide (GPG 45) – 
How to prove and verify someone’s identity – 
version 5.4”, as published by Cabinet Office and 
the Government Digital Service on the gov.uk 
website and updated on 15 January 2024. 

Reusability Single use  

Methods of service provision  Online  

Geographical location of service 
provision 

UK 

Supplementary 
Schemes 

Right to 
Work  
 

An application for which digital identities provided by this company can 
be used, specifically the checking of an individual’s right to work in the 
UK in accordance with “Employer right to work checks supporting 
guidance”, a document published by the Home Office on the gov.uk 
website. 

 Right to Rent  An application for which digital identities provided by this company can 
be used, specifically the checking of an individual’s right to rent property 
in the UK in accordance with “Landlord’s guide to right to rent checks”, a 
document published by the Home Office on the gov.uk website. 

 Disclosure 
and Barring 
Service  

An application for which digital identities provided by this company can 
be used, specifically the checking of an individual’s official identity for 
the purposes of the Disclosure and Barring Service, all in accordance 
with “Disclosure & Barring Service digital identity verification guidance” 
as published on the gov.uk website. 

Quality of Authentication 
 

Not applicable  

Quality of Protection Not applicable  

 

Summary of service 
GBG Identify analyses input data, including the user’s photo ID and eChip data, as well as location information. It verifies 

the presence of the identity subject by comparing it to the extracted Identity record from the photo ID or eChip data. This 

verification process involves liveness verification and facial matching, resulting in a verified user record for use with 

approved digital services. 

https://gbgplc.com/en/  

 

 

 

 

 

https://gbgplc.com/en/


  

Notes 
NOTE 1 – Component supply to companies wishing to offer services to establish official identity for digital use, in 
accordance with the United Kingdom Digital Identity & Attributes Trust Framework, and as more particularly specified 
below:  

Any or both of the following components:  

o IDscan Enterprise (covering checks of document physical security features and/or or read of a passport chip, selfie 
match, liveness check, and fallback to manual review.)  

o ID3global (covering the data look-ups required for (i) anti-fraud score 2 and (ii) existence-over-time checks.)  

o oZone FYQ2 (covering NFC read and authentication.) 

 

 

Endorsements & Limits of Jurisdiction 

Applicable only in the jurisdiction of the United Kingdom of Great Britain & Northern Ireland. 

 

 

Simple Explainer 
We provide this ‘simple explainer’ for anyone reading or interpreting our certificates of conformity to assist with 
understanding. There is further information on our website www.accscheme.com or by calling our certification team on 
0345 257 0018. 

The United Kingdom Digital Identity and Attributes Trust Framework aims to make it easier and more secure for people 
to use services that enable them to prove who they are or something about themselves. It is a set of rules for 
organisations to follow if they want to provide secure and trustworthy digital identity and/or attribute solutions. 

In the context of this trust framework, a digital identity is a digital representation of a person acting as an individual or as 
a representative of an organisation. It enables them to prove who they are during interactions and transactions. They can 
use it online or in person. Services and organisations that let users use secure digital identities can better trust that those 
users are who they say they are. 

Trust framework participants are certified against a set of UK government-approved rules. This means that one 
organisation can trust that the information another shares with them is accurate and reliable. To meet the rules of the 
trust framework, a certified provider will need to prove they are able to safely manage users’ digital identities or 
attributes. 

This document sets out what this trust framework provider has been assessed against and the types of identity profiles 
that the organisation is certified to provide and for which purpose(s). 

For more information about the framework, search gov.uk for ‘Digital ID Trust Framework’. 

--ENDS-- 

 

 

http://www.accscheme.com/

